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Here’s what we tell victims they can do:
We recommend that you visit the following websites:
www.annualcreditreport.com [annualcreditreport.com] [annualcreditreport.com] :  this website allows you one free credit check per year with the larger credit reporting agencies www.identitytheft.gov [identitytheft.gov] [identitytheft.gov]:  this website will guide you to file an identity theft report with the Federal Trade Commission (FTC). 
Once you complete the electronic reporting form on the State Police website, you do not need to report it to any other agency.  We are asking victims to report only once to limit the duplication of reporting. 
 Finally, here is what we’re telling folks:
Common questions/answers:
1. What can I do to ensure that my identity is protected?
You should consider contacting the three credit reporting agencies. You can review your credit report. Make note of any account or transaction you don’t recognize. This will help you report the theft to the Federal Trade Commission (FTC).
EQUIFAX, www.equifax.com [equifax.com], 1-888-766-0008 EXPERIAN, www.experian.com [experian.com], 1-888-397-3742 TRANS UNION, www.transunion.com [transunion.com], 1-800-680-7289
2. How long will it take to investigate this matter? 
When the case is received by the investigator, they will immediately stop the claim for benefits and take action to ensure it is not possible to issue future payments. The accounts will be notated and fully reviewed. However, an exact timeline for a full investigation is not available.
 3. How was my information compromised?
There is no way to know for sure how this happened. However, we make every effort to investigate the matter. At this time, there is no evidence available to suggest that any DLT system has been breached. Rather, it appears that an individual obtained the information from another source and used it to process the DLT application.
4. What is DLT doing to combat Fraud generally?
DLT has dedicated, knowledgeable staff to investigate these matters. As a result of the increased volume of UI applications in recent weeks, we have increased our efforts. DLT is in constant communication with UI agencies from across the country to share information, keep up with how identity thieves are changing their tactics to adapt to new security measures and develop new and stronger identity verification procedures to make it harder for criminals to steal UI benefits.

